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Executive Summary

Proposals for rethinking the promotion of security careers

Security work is involved with protecting people in particular, but also
organisations, communities and the national infrastructure. There is a very
real benefit in being involved in keeping people safe; undertaking something
worthwhile in serving the public; undertaking a responsible job; and helping to
solve problems that matter to people. These need to be much more salient in
discussions about security careers.

There is a very definite career available in the security sector. The widely held
belief there isn’'t one is erroneous. There are many opportunities and lots of
different careers available that take a different form than say the police and
military with their much referred to rank structure. That is just one type of
career structure and security is far too diverse for that.

The security sector incorporates a wide array of skill sets, so vast, there is a
wide pool of people to attract from. While security offers excitement in some
roles, including responding directly to offenders and or conflict, most security
work does not involve danger. Respondents emphasised being an effective
communicator; customer service skills; and at the highest level of security
management, business skills were seen as at least as important as security
ones.

It can be lucrative. The widespread perception security is low paid — and sadly
all too often, it is in the lower frontline roles - disguises the fact that many
people find commercial security work more lucrative than alternatives and
including some public sector roles. The fact that security is seen as low paid is
an inhibitor in attracting experienced workers but also in igniting the interest of
those who are embarking on their first career steps.

The security sector needs to update its image. There are many myths about
security work that needs to be challenged and the benefits more widely
promoted.

One of the main reasons people don’t enter a security career is because they
don’t know about it; the vast majority end up in security by chance. There is a
need to identify the points at which people receive advice and informing them
about the world of good opportunities the security sector offers.

The security sector needs to address its limitations. A significant minority are
not happy with their lot. While perceptions of security are to some extent out-
dated, there are also valid criticisms to be addressed. The battle for better
conditions is an on-going one.

We were pointed to some good work being undertaken by some companies, a
range of security associations and the regulator in the UK. The revitalised

© Perpetuity Research and Consultancy International Ltd 4



Skills for Security offers potential to act as focal point. Organising a meeting/
conference to harness the interest and potential has much to commend it.

Key findings

Respondents came to think about entering security in the following ways:

35% via a suggestion from a family member/friend/business colleague
16% researched the options for themselves

15% via a job advert

12% via observing colleagues transitioning to security

4% via a careers talk at school/college/university

Among the half of the sample (52%) that indicated they had joined security as
a second/subsequent career (having previously undertaken a career in a
different sector):

64% had come from a public sector background, most often the military
and then the police

49% indicated they were passionate about pursuing their first career
and never considered anything else (especially the former military and
police)

24% had been unaware of the opportunities security could offer at the
time they were developing a first career

85% agreed or strongly agreed that security has a lower status in
business compared to other professional groups

Survey respondents were generally positive about working in security:

57% indicated that they had a more positive or much more positive
perception of security now than prior to working in security

22% had a more negative or much more negative view

62% indicated that they would recommend a career in security to
others, but 19% said they would not

74% indicated that they intend to remain in security for as long as they
are working but this dropped to around half among younger
professionals

Attractions to security

The areas most commonly deemed attractive to potential recruits were:
security consultancy; investigation and cyber security; the least was
guarding

84% joined security because it enabled making the most of existing
skill sets

84% indicated the work itself in terms of the challenges presented was
a significant attraction

78% highlighted the commitment to protecting other people and
organisations

63% referred to the possibilities for progression

pay (48%) and working hours (34%) were the least significant

© Perpetuity Research and Consultancy International Ltd 5



81% indicated that they were not attracted to security as a means of
gaining experience to then leave security and pursue another career
11%, were and this was predominantly in preparation for the police or a
commercial role

Of all those that indicated they entered security to gain experience for
another career, 68% indicated that they now intend to remain in
security

Reasons why people do not join security:

88% felt potential recruits might be put off entering security because
some roles are seen as unskilled

83% believed that security is thought of as an ‘industry’ rather than a
‘profession’

70% because of its association with harassment/violence

73% highlighted the problem that security struggles with a negative
image

38% referred to the lack of diversity

74% agreed with the notion that the trouble with the security sector is
that there is no clear career path

74% thought other roles such as the police/military make more effort to
attract people

79% thought that the security sector is very poor at selling itself to
potential recruits

73% thought that not enough people know about the security sector to
consider it

Relevant skills:

94% agreed or strongly agreed that a security career is as much about
being an effective communicator as it is about protection/investigation
88% felt that customer service skills were significant

87% believed recruiters should focus on potential, not just experience
71% felt business skills were as important as security skills at highest
level of security management

15% thought business skills were more important.

© Perpetuity Research and Consultancy International Ltd 6
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Section 1. Setting the Scene

1.1.  Although much good progress has been made on presenting a better
image of security we know that it is a struggle. Previous Security
Research Initiative (SRI) reports, for example, have noted the mixed
views of other business professionals’; the somewhat jaundiced view of
police officers and varied view of senior police officers®; while those
who have focussed on presenting security as a career choice
sometimes lament the preference of potential recruits to pursue other
forms of public service or uniformed work.

1.2.  This report explores what can be done to better present security as an
attractive career choice. It does this by assessing the views of security
professionals on how the sector is perceived, what impacted on their
career choices, and what makes security attractive on the one hand
and negative on the other. Based on experiences, the report moves on
to consider the views of the sample on the methods needed to attract
the next generation of security professionals.

1.3. It incorporates the views of different groups including new/young
security professionals. The specific aim here was to understand their
goals, the factors that attract them to security, and those that will
encourage them to stay, or cause them to leave. Those who enter
security as a second/subsequent career are considered. There has
been much discussion about the preponderance of former state
uniformed personnel making their way into security, but a little less on
why they originally chose another career, what if anything would have
made them consider security sooner, and their thoughts on security
now. And the views of those in charge of promoting security careers
are considered. The aim here was to gain insights on how attitudes to
career development can be improved, and the types of incentives
needed to encourage investment in career development.

1.4. Only by understanding the factors that influence career choices; those
that impinge on career changes; and by gaining the insights of those
involved can a more informed approach be taken to promoting security
as a sector. To emphasise, the aim was not to develop a strategy,
rather to provide the foundation for thinking about how this can best be
developed. Not only is this fundamental, strangely, it is a largely
neglected area of work.

' Gill, M., Howell, C. & Randall, A. (2015) Beyond the Protection of Assets: The Broader Benefits of
Security, Perpetuity Research
2 Howell, C. & Gill, M. (2017) Police Views on Private Security, Perpetuity Research
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Section 2. Understanding Security Careers

2.1. The work of those in security roles is crucial to protecting the public,
economies and national and global infrastructures. Further the security
sector is a major employer of people — there are an estimated 20
million private security workers worldwide, and in most countries private
security operatives outnumber the police.®> Despite this, rather than a
well-known career that people actively consider joining, research has
suggested that people often join security by chance, or as a route to
something else (such as law enforcement).* In other words it is often a
fall back choice rather than a preferred choice. The security sector
faces a number of challenges that suggest greater efforts to actively
attract individuals to a security career are needed. One piece of
research summarises a number of challenges impeding workforce
development and cohesiveness®:

* industry segmentation — such a wide variety of jobs and specialties
results in a lack of industry-wide data to guide development and
results in resistance to ‘uniformity and convergence’;

* aging workforce - due to not attracting sufficient volume of qualified
individuals to meet demand there are concerns about developing
the next generation of talent to secure the future of the sector;

* management issues and limited resources — a lack of ‘business
literacy’ among security professionals, meanwhile a need to work
across a large number of departments while competing for
resources from limited budgets;

* and a lack of standardised education and certificates — which are
thought to be needed to ensure organisational standards are met
and well-qualified candidates are attracted.

2.2. In this section of the report, consideration is first given to the barriers to
security being recognised as a career choice, focusing on studies on
security careers (albeit studies of this type are scarce and part of the
reason for undertaking the research). It then moves on to examine the
factors that are important to attracting candidates and the barriers to
doing so drawing on the general literature on careers where relevant
and incorporating, briefly, similar struggles faced by other sectors.
While this section is intended to set a context to the findings, it is not

% See for example Forbes (2017) Private Security Outnumbers The Police In Most Countries Worldwide
- https://www.forbes.com/sites/niallmccarthy/2017/08/31/private-security-outnumbers-the-police-in-most-
countries-worldwide-infographic/#6197557e210f

* Gabiddon, S. (2002) ‘A Preliminary Study of Black American Security Executives’, Security
Journal, Volume 15, Issue 3, pp 47-57. For an interesting follow up on this work see, Smith, C. & Choo,
T. (2016) Security Journal, 29: 198. https://doi.org/10.1057/sj.2013.7

° University of Phoenix | ASIS Foundation (2013) Enterprise Security Risks and Workforce
Competencies: Findings from an Industry Roundtable on Security Talent Development -
https://www.securitasinc.com/globalassets/us/files/knowledge-center/asis-foundation-security-risks-and-
competencies-report.pdf

© Perpetuity Research and Consultancy International Ltd 10



intended as an evaluation of ‘what works’ in recruitment or a ‘how to’
guide.

Perceptions of security ‘careers’

2.3. Security is a rapidly evolving sector, but research suggests that public
perception of the available careers is somewhat limited. This may in
part explain why a career in security is not something that is generally
aspired to.

2.4. At the entry level, security roles are generally perceived to be a ‘stop-
gap’ measure® to meet immediate financial needs as opposed to a
chosen ‘career.” These roles are perceived to be poorly paid, low
status and unskilled® (there are notable exceptions such as information
security and cyber security roles). What emerges is a lack of respect,
generally attributed to the relative lack of roles that require a dedicated
period of study; that are highly regulated; and/or meet the high
standards generally expected of roles that garner respect® such as
parallel areas of work like policing. This lack of respect for security
officers exists among various audiences and key among these is the
police themselves.™

2.5. At the higher level, that of ‘management’, the general perception is that
security roles are for those which fit a somewhat limited profile both in
demographics and career background; that is older white males, on a
second or subsequent career (having moved to security predominantly
following service in the police or military)."" While perception of these
roles is considerably more positive than at the entry level, it is
sometimes viewed as a career with upper limits. It is an area of
specialism not typically seen to produce people likely to aspire to be
Chief Executives'?, managers are often seen as generalists lacking a
specific technical expertise in any one area;'® disadvantaged because
it is not dedicated or recognised as a revenue generating role which

® Garrett, D. (2016) Private Security Career Paths: Establishing the Foundations of a Structured
Progression Model for the Manned Guarding Sector (Doctoral Thesis) Available online:
https://researchportal.port.ac.uk/portal/files/7175072/Thesis_Submitted_Version_Minor_Ammendments
_Post_VIVA_Final_Version.pdf, cites a number of examples of groups for which ‘manned guarding’ is a
stop-gap such as for: students looking for work to help pay their way through university; retirees from
other occupations, redundant or otherwise unemployed individuals working in security until a preferred
opportunity becomes available; those hoping to gain experience to apply to the police.

" IFF Research for the Security Industry Authority (2018) The Provision of Industry Skills

8 IFSEC GLOBAL (2004) Is security seen as a profession? Available online:
https://www.ifsecglobal.com/uncategorized/is-security-seen-as-a-profession/

® See for example: https://home.kpmg/xx/en/blogs/home/posts/2019/11/cyber-security-a-profession-
really.html

' Howell, C. & Gill, M. (2017) Op cit.

" Garrett, D. (2016) Op cit.

2 Gill, M., Taylor, E., Bourne, T. & Keats, G. (2008) Organisations perspectives on the value of security,
Perpetuity Research

'3 Brooks, D., and Corkill, J. (2014) ‘Corporate Security and the Stratum of Security Management'.

In Corporate Security in the 21st Century: Theory and Practice in International Perspective, 1st ed.,
216-234. Palgrave Macmillan.

© Perpetuity Research and Consultancy International Ltd 11



attracts the best career prospects;'* nor focussed on activities which
clearly and neatly support corporate business objectives;” and
without a seat in the boardroom.® The point is perhaps best made with
reference to an interesting study in Australia,’”” in four different
organisations, which was designed to test whether there was a ceiling
to security careers. It observed:

The aspiration for Corporate Security to be present at the
higher  stratum of organisational  structures is
understandable; however, specialisation, paired with the
limited exposure to profit-making activities, severely limits
opportunity for progression and its overall impact at the
strategic level."

2.6. There are those that would dispute these perceptions and highlight
that security has and is changing, and now encompasses a far greater
number and variety of roles. Here there are pointers to roles for
security in broader organisation initiatives, integrating and
collaborating with other departments, helping organisations to achieve
profits, the current emphasis on Enterprise Security Risk Management
is a case in point. Yet, while the negatives are well known'®, it seems
relatively little is known about the benefits of a security career. There
are indications that those, particularly at the higher level earn good
salaries and enjoy the nature of the work?® but the specific attractions
and benefits to security careers are not well articulated to those outside
the sector.

2.7. So on the one hand, awareness and perceptions of security careers
are limited. And on the other, as we will now consider further, research
suggests that a simultaneous issue is that efforts to appeal to and
recruit a wider range of individuals have been lacking; at least on a
sector wide basis.

" Sammarra, A., Profili, S. and Innocenti, L. (2012) ‘Do External Careers Pay Off for Both Managers
and Professionals? The Effect of Inter-organizational Mobility on Objective Career Success’, The
International Journal of Human Resource Management 24 (13): 2490-2511

'S Coole, M.P., Brooks, D. and Minnaar, A. (2017) The Physical Security Professional: Mapping a Body
of Knowledge. Security Journal 30 (4): 1169-1197.

16 Ludbey, C. (2016) The Corporate Security Stratum of Work: Identifying Levels of Work in the Domain.
Perth: Edith Cowan University; Ludbey, C., and D. Brooks. (2017) ‘Stratum of Security Practice: Using
Risk as a Measure in the Stratification of Security Works’, Security Journal 30 (3): 686—702; see also for
a more general discussion: Speer, J.D. 2017. Pre-Market Skills, Occupational Choice, and Career
Progression. Journal of Human Resources 52 (1): 187-246.

v Ludbey, C.R. Brooks D.J. Coole, M. (2019) ‘Corporate security career progression: a comparative
study of four Australian organisations’, Security Journal, published on line (subscription only,
https://link.springer.com/article/10.1057/s41284-019-00189-3#CR67).

'® | udbey, C.R. Brooks D.J. Coole, M. (2019) Op cit.

"9 Tancredi, N. (2013) Improving the Image and Reputation of the Security Profession. International
Foundation for Protection Officers. Available Online: https://www.ifpo.org/wp-
content/uploads/2013/08/Tancredi_Reputation.pdf

20 Gabiddon, S. (2002) Op cit.
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Limited approaches to recruitment

2.8.

2.9.

2.10.

2.11.

2.12.

The literature suggests a number of ways in which a lack of effort to
appeal to and recruit individuals is resulting in a lack of awareness of
and attraction to security careers. The issues of: drawing from a limited
talent pool; failure to target young people; lack of apprenticeships; the
barriers posed by predominantly focusing on experience; and the lack
of well-defined career pathways are considered in turn.

A key criticism of security is that it has traditionally drawn employees
from a somewhat limited talent pool and that a shift away from the
perception that the industry is white, male and dominated by former
police and military officers is needed.?’ The link between security and
ex police and military professionals has been much discussed over
time and certainly there is a range of accounts of individuals who have
made the move from public to private sector and discussed the very
different challenges that confronted them.?

There is increasing recognition that diverse educational and
professional backgrounds better enable success in the industry than
homogeneity. Backgrounds such as business management are
considered increasingly valuable in the continued professionalisation of
security?®, and recruiting candidates with knowledge related to cultural
sensitivity and human resources can be as important as knowledge on,
say, technology and current events.?*

Recruiting more young people is also considered a crucial objective.®
It has been suggested that there is a talent shortage in security® and
with an aging workforce, there is a particular need to recruit young
people to ensure a ‘talent pipeline’.?’

However, it has also been observed that there are barriers to recruiting
young people into the security sector. One of the most common
elements that employers focus on is previous work experience, yet
many people leave education with little to no work experience.?® While
this of course is not unique to the security sector, in the context of
security, it has been argued that, for entry-level positions, employers

Garrett D. (2016) Op cit.

2 See for example, Quilter, J D (2013) From one winning career to the next: transitioning public sector
Ieadershlp and security expertise to the business bottom line, Elsevier

IFF Research for the Security Industry Authority (2018) Op cit.

2 pSIS | Security Industry Association (2018) Security Industry Career Pathways Guide, Prepared by
McKinley Advisors - https://www.asisonline.org/globalassets/professional-
development/careers/documents/careerpathwaysgu|de pdf

IFF Research for the Security Industry Authority (2018) Op cit.

% See for example: Security Boulevard (2019) Skills Gap Affects Cyber Security, Physical Security,

available online: https://securityboulevard.com/2019/03/skills-gap-affects-cybersecurity-physical-
securlty/

Apollo Education Group | University of Phoenix in partnership with the ASIS Foundation (2014)
Operat/onal Security Industry Competency Model, p3.

® British Security Industry Association (2019) Security: a career of choice. How the industry is taking

radical steps to redefine the role of security in the 21st century. Spectrum, Available Online:
https://www.bsia.co.uk/Portals/4/Spectrum%20IFSEC19%20201
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2.13.

2.14.

2.15.

should consider what qualities their employees actually need: is it a
wealth of work experience? Or is it more motivation, enthusiasm, and
good communication skills?

It has also been lamented that there has been a lack of focus within the
security sector on the value of apprenticeships and therefore a missed
opportunity to channel individuals into security. While these are more
common on the technical side of security, they are thought to have
wider applicability and potential. It is suggested that apprenticeships
are extremely useful for employers — offering a cost-effective way of
training and enabling employers to better understand what skills they
need in their employees for certain roles.?® Further, they facilitate a
more loyal workforce® and apprentices reportedly yield a productivity
gain of more than £10,000 per year®'. Apprenticeships can be valuable
for young people and therefore provide an attractive option, which may
help overcome some of the problems discussed here. They can enable
individuals to gain workplace experience and a qualification, and help
set them on a career path. It has been suggested they should not be
limited to the young, as they can assist a range of individuals whose life
experience may otherwise be overlooked®. Apprenticeships have been
found to improve career prospects and result directly in employment or
further training.®

It appears that the issue of what characteristics and skills are
necessary is a key one, not just for young people who may lack work
experience, or those from other sectors that may lack the police/military
experience valued by some. Despite the public perception, security
careers are in fact diverse® and in many ways this is a positive facet
that can help attract individuals — because rather than a very limited or
restrictive career path, there are many routes that security
professionals can follow to suit their skills and interests.>

But this diversity of options also has a downside. There is a lack of
clarity on the skills, qualifications and experience needed to navigate
and progress in a security career. It has been suggested that greater
clarity is needed on the skills required and roles and responsibilities
involved for careers at all levels of the industry. This is seen as a
prerequisite to forming clear career pathways that are attractive to
potential recruits, and that will enable employees to see security as a
credible long-term career choice instead of more of a short-term job.*
This is also important because professionals are often not aware that

29 Br|t|sh Security Industry Association (2019) Op cit.

Br|t|sh Security Industry Association (2019) Op cit.

%" The Centre for Economics and Business Research (2015) The Benefits of Apprenticeships to
Businesses, A report for the Skills Funding Agency. Available online: https://cebr.com/wp/wp-
content/uploads/2015/03/The -Benefits-of-Apprenticeships-to-Businesses.pdf

See for example British Security Industry Association (2019) Op cit.

Br|t|sh Security Industry Association (2019) Op cit.

% See for example https://security-institute.org/about/nextgen/

% ASIS | Security Industry Association (2018) Op cit.

Clty Security Magazine. (2018) Security career pathways. Available online:

https://citysecuritymagazine.com/security-careers/security-career-pathways/
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2.16.

217.

2.18.

their skillset is suited to a career in security.*” There is a general lack of
awareness of the types of jobs available and the kinds of qualities
employers are looking for.*®

Some efforts in this regard have already been made. For example, a
report prepared by McKinley Advisors for ASIS international and the
Security Industry Association provides a guide to career pathways®®,
noting competencies, courses of study, experience and other
credentials for security management practitioners and security industry
suppliers. While this is an important reference point it appears to have
been under-used. In Australia, the state of Queensland has identified a
need to develop a security workforce plan and an initiative is underway
for a five year project (2020-2025) between Jobs Queensland and the
security industry to highlight the pathways to employment.*°

In terms of how the skills and characteristics required translate to the
recruitment process, the literature highlights the importance of
distinguishing characteristics that are beneficial in employees*' (such
as good conflict management, customer service, and communication
skills)* with the job specific skills that can more readily be taught
through training (such as first aid, physical intervention, and emergency
response)®. It is suggested that by changing application questions to
focus on showing potential as opposed to limiting it to experience
provides a foundation for employers to recruit loyal and driven (young)
people.*

Similarly, until relatively recently, the security sector did not have a
competency model defining roles and qualifications and how these
relate to training and education, and this was noted to contribute to the
growing skills gap and misalignment of available education to support
career pathways for operational security.*> One recent model*® breaks
down the competencies in a security context into: foundational
competencies; industry related competencies; and occupation-related
competencies. While this is a positive step, competency based models
are far from universally adopted.

3 Matthews, K. (2018) Most U.S. Adults Never Consider Cybersecurity Careers: Why That's a Problem.
Global Sign, Available Online: https://www.globalsign.com/en/blog/us-adults-never-consider-
cg/bersecurity-careers/

% Matthews, K. (2018) Op cit.

9 ASIS | Security Industry Association (2018) Op cit.

“0 Jobs Queenland (2020) Security Industry Workforce Plan — online:
https://jobsqueensland.qld.gov.au/projects/security/

“ British Security Industry Association. (2015) Securing a better future: A BSIA guide to careers in the
private security industry. https://www.bsia.co.uk/Portals/4/Publications/148-securing-a-better-future.pdf;
British Security Industry Association (2019) Op cit.

“2 |FF Research for the Security Industry Authority (2018) Op cit.

“3|FF Research for the Security Industry Authority (2018) Op cit.

“ SME Magazine. (2018) Overcoming the challenges of recruiting cyber security experts. Available
Online: http://www.smeweb.com/2018/04/09/overcoming-challenges-recruiting-cyber-security-experts/
4 Apollo Education Group | University of Phoenix in partnership with the ASIS Foundation (2014) Op cit.
46 Apollo Education Group | University of Phoenix (2015) Competency Models for Enterprise Security
and Cybersecurity, Available online:
http://www.apollo.edu/content/dam/apolloedu/microsite/security_industry/AEG-
UOPX%20Security%20Competency%20Models%20report.pdf
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2.19.

2.20.

There is a further challenge that high turnover rates in some roles can
create an effect where it is difficult (for some employers) to justify
investments in training and professional development programs.
Therefore, a focus on candidates having existing experience and
training is prioritised. Resolving issues that result in high turnover
needs to go hand in hand with a shift in the approach to recruitment.*’

Clearly then there are a number of ways in which approaches to
recruitment are limited which are worthy of further exploration and
indeed are considered subsequently in this research. For now though,
we turn our attention to factors that attract candidates to a particular
career.

Career attractions

2.21.

2.22.

The general literature in relation to careers was examined, particularly
in relation to young people, in order to gain a general sense of the
factors that are important in attracting recruits. This provides a context
on what is needed to present security careers as attractive, and
identifies a number of themes for further exploration in our subsequent
survey and interviews. Unsurprisingly there are a range of
considerations for attracting candidates to any role, in particular: the
hiring process, the culture of the organisation, the expectations of
candidates, the significance of job satisfaction, and the value given to a
candidate’s ‘potential’. These are explored below.

Effective methods of attracting candidates®® are evolving;
approximately 90% of job seekers now look for new opportunities on
their mobile devices™ with social media platforms becoming
increasingly significant.”® The hiring process, that is, one that is easy to
navigate and relatively quick, is also important®’. In an employer, young
people typically look for effective leadership structures that offer flexible
work arrangements,52 opportunities for professional development and
career advancement, as well as financial reward.”® Developed

" |FF Research for the Security Industry Authority (2018) Op cit.

48 Young people seek work through a variety of different formal and informal mechanisms (e.g. LinkedIn
and mobile apps, local meet-ups, conferences), and employers can create unintentional barriers if they
do not engage in recruiting via these mechanisms. See for example: INFOSEC (2019) Can I Start A
Career in Cybersecurity with No Experience? Available Online:
https://resources.infosecinstitute.com/can-i-start-a-career-in-cybersecurity-with-no-experience-2/#gref ;
British Security Industry Association (2019) Op cit.

49 Costello, A. (2019) 18 Recruitment Industry Trends for 2019. Digital Media Stream, Available Online:
https://content.digitalmediastream.co.uk/blog/recruitment-industry-trends-2018

% Gostello, A. (2019) Op cit.

* Bika, N. (not dated) The most common recruiting challenges and how to overcome them, Workable,
Available Online: https://resources.workable.com/tutorial/common-recruiting-challenges

%2 Gostello, A. (2019) Op cit.

%% Accenture (2015) Recruiting and Retaining Talent in the Public Sector: The Differences that Make the
Difference, Available Online: https://www.accenture.com/t20170411t142500z__w__/in-
en/_acnmedia/accenture/conversion-assets/dotcom/documents/global/pdf/dualpub_20/accenture-

804 116-talent-retention-pulse-survey-v06-Ir-no-crops.pdf ;
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processes of employee engagement are also important such as formal
feedback programmes, a strong learning culture, and recognition
initiatives.*

2.23. Candidates are increasingly making judgement about the culture of an
organisation55 (will they enjoy the environment, will they have individual
responsibility, are hours flexible, are tasks varied and interesting, will
they receive feedback on their performance?). In practice some are
more motivated by intrinsic factors (job satisfaction, learning
experiences, etc) and others more external ones (job prestige, financial
remuneration) or some combination thereof. Add to this the often
important influence of interpersonal factors such as the opinion of
family members, and it can be seen, the picture is complex.*

2.24. It has been observed that there are also important differences in the
expectations that Millennials and Generation Z have for their careers
which may be significant in any strategy to attract young people. While
older generations would expect to work at a company for many years
before getting promoted, the younger generations want opportunities
and mobility from the start.>’

Boomers wanted to make sure they weren't losing their
job. Gen Xers wanted to know 'How am | doing?' at my
job. Now Gen Y wants to know 'Why am | doing this job?’

(Quote from Roberta Chinsky Matuson, president of Human
Resource Solutions)58

2.25. Job satisfaction is influenced by the existence of effective mentoring
programmes and other types of professional development are
important.>® Job security is one of the largest factors that contributes to
job satisfaction.®® While the job market is ever more insecure,
paradoxically, employers are demanding more than ever from their
employees. To counter the negative effects of job insecurity, research
finds that companies should focus on improving the perception of

Hember, S (2019) How can HR handle demand for cyber security jobs in 2019? HR Zone, Available
Online: https://www.hrzone.com/talent/acquisition/how-can-hr-handle-demand-for-cyber-security-jobs-in-
2019
% O’'Mara, D. (not dated) Physical Security Industry Tips And Best Practices For Recruiting And
Retaining Top Security Officers, Security Informed, Available Online:
https://www.securityinformed.com/insights/physical-security-industry-tips-practices-recruiting-co-9699-
g]saﬂ 9446.html

See for example: Economics Help. (not dated) Factors affecting choice of job/occupation. Available
Online: https://www.economicshelp.org/blog/glossary/factors-affecting-choice-of-job-occupation/ ; and
Centre for the Protection of National Infrastructure. (not dated) Motivation within the security industry.
Available Online: https://www.cpni.gov.uk/system/files/documents/52/73/guard-force-motivation.pdf
% Akosah-Twumasi, P., Emeto, T., Lindsay, D., Tsey, K., & Malau-Aduli, B. (2018) A Systematic Review
of Factors That Influence Youths Career Choices—the Role of Culture. Frontiers in Education, Available
Online: https://www.frontiersin.org/articles/10.3389/feduc.2018.00058/full
°" Goodchild, J. (2008) How to Recruit and Retain the Best Young Security Employees, CSO Online,
Available Online: https://www.csoonline.com/article/2138389/how-to-recruit-and-retain-the-best-young-
security-employees.html
%8 Goodchild, J. (2008) Op cit.
% Goodchild, J. (2008) Op cit.
% 1/0 At Work. (2015) When Does Job Security Affect Job Performance? Available Online:
https://www.ioatwork.com/when-does-job-security-affect-job-performance/
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organisational justice (i.e. fairness) that their employees hold. This
involves helping employees manage uncertainties with high quality
human resource processes while involving employees in decision
making.®’

2.26. Beyond job satisfaction, job seekers compare the job’s attractiveness
to alternatives in terms of the wages, qualifications and skill required.®?
All else being equal, candidates will select a higher paying position.®
Non-wage factors, however, matter too. Moreover, research has shown
that while challenging qualifications may be an inhibitor, explicit
recognition of potential can enhance interest.®

2.27. This brief summary highlights that there are a wide array of factors that
employers need to consider and address to attract the most
appropriate candidates. So too it is apparent that a number of these
issues are ones that the security sector has struggled with.

Learning from other sectors

2.28. The security sector of course is not the only one to face specific
challenges that impact on recruitment. Parallels are often drawn
between private security and public policing® (albeit the differences are
also often highlighted) and despite policing having a stronger image as
a ‘vocation’ or ‘profession’, it also struggled at some points to recruit
appropriate candidates. Challenges largely reflect those seen within
security albeit with some differences:®®

* Inflexible schedules

* Long hours

* Low pay

* Salaries that have not kept pace with inflation

* Opportunities elsewhere and increased competition
* Changing generational preferences

* Perception of law enforcement

®1/0 At Work. (2015) Op cit.
62 Economics Help. (not dated) Op cit.
%3 Economics Help. (not dated) Op cit.
64 Geary, A. (2018) How to recruit the best cybersecurity professionals, Computerworld, Available
Online: https://www.computerworld.com/article/3412310/how-to-recruit-the-best-cybersecurity-
professionals.html; SME Magazine. (2018) Overcoming the challenges of recruiting cyber security
experts. Available Online: http://www.smeweb.com/2018/04/09/overcoming-challenges-recruiting-cyber-
security-experts/
® Sarre, R. & Prenzler, T. (2000) ‘The relationship between police and private security: Models and
future directions’, International Journal of Comparative and Applied Criminal Justice, 24:1, 91-113, DOI:
10.1080/01924036.2000.9678654, p. 91

See for example: RAND (2009) Police Recruitment and Retention in the Contemporary Urban
Environment, Available online:
https://nccpsafety.org/assets/files/library/Police_Recruitment_and_Retention_Urban_Environment.pdf
and Wilson, J., Dalton, E., Scheer, C. & Grammich, C. (2010) Police Recruitment and Retention for the
New Millennium | The State of Knowledge, RAND, Available online:
https://nccpsafety.org/assets/files/library/Police_Recruitment_and_Retention_for_the_New_Millennium.p
df
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2.29.

2.30.

2.31.

* Complexities and length of the hiring process

In the USA the police identified a need to make a raft of changes to
attract, recruit and retain employees.®” These changes encompass
what they offer employees, particularly in relation to education and
development, but also in terms of pay. Consideration has also been
given to the branding of police recruitment, selling the police as the
employer of choice and focuses on:

* Why policing is a great career;

* Examples of the diversity of organisations and employment
opportunities;

* Personal accounts of what it is like to be a police officer;

* An overview of the hiring, selection, and training processes.

In the USA, the New York Police Department paid their own officers
$1,000 if they recruited and mentored candidates for the duration of the
hiring and probationary periods.®® Many forces, in fact, find that their
own employees are one of the greatest sources of recruiting (via
friends or relatives)®® as they can convey the benefits while
acknowledging the realities of the work involved.

The security sector may similarly benefit from a strategy to sell security
as an attractive ‘brand’ and to overcome existing limitations in
approaches to recruitment and the limited perceptions of careers in
security. To add further depth and examine the issues raised by the
literature, we now move on to consider the findings of a survey of
security professionals.

67 See RAND (2009) Op cit. and Wilson, J., Dalton, E., Scheer, C. & Grammich, C. (2010) Op cit.
% RAND (2009) Op cit.
% RAND (2009) Op cit.
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Section 3. Survey Findings

The sample

3.1.

3.2.

3.3.

3.4.

A survey of security professionals was conducted in order to gain a
better understanding of: how and why individuals enter a security
career; their overall perception of the profession; what makes a career
in security attractive; and what factors may be off-putting. The overall
aim was to inform how security careers can better be promoted. The
survey was promoted widely and specific attempts were made to
engage with young/new security professionals to ensure their views
were included. The findings are based on 386 responses’®.

In the introduction to the survey it was noted that — We use the term
‘career’ interchangeably with job’ and ‘role’ to mean employment within
the security sector. We have used the word ‘security’ to apply to the
private security sector (i.e. the work of security companies providing
security services and equipment to clients; and of security teams within
corporate and public sector organisations). The majority of questions
were multiple choice, some of which posed statements which
respondents were invited to indicate their level of agreement or
disagreement with. Additionally, a small nhumber of questions invited
open text responses. All of the topics covered are condensed and
summarised below.

In addition to the frequency responses to questions, analysis was
undertaken to assess whether views differed by specific
characteristics/sub-groups of respondents. Only those issues that were
statistically significant are included in the discussion, evidencing a
relationship between the variables (i.e. not occurring by chance). Key
points are integrated into the main findings, and include perspectives
by:

* Role (i.e. operative, in-house management/buyer, supplier etc);

* Length of time working in security;

* Age;

* Whether a first or second career security professional;

* Intention to leave or remain working in security;

* Whether entered security to gain experience for a different career.

Just over half of the respondents (54%, n=211) worked for a supplier;
while close to a third (30%, n=115) indicated they worked for a
buyer/customer.”’

™ The number of responses to each question varies as some respondents dropped out part way through
and some chose not to answer certain questions.

™ It is unknown to what extent this reflects practice across the security sector. Determining this would be
insightful.
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3.5.

The remaining respondents were other security experts (e.g. academic,

regulator, etc.) at 9% (n=34) of respondents, or other interested party
linked to security at 7% (n=26). Table 1 displays these roles.

Table 1: Breakdown of respondents by role % (n=386)

Role Type % ,N Total
_ Director, Manager, Consultant 28%, n=110
Supplier : 54%, n=211
Contracted operative 26%, n=101
Security Manager 11%, n=43
Buyer/ Intermediary 1%, n=2 | 30%, n=115
Customer
In-house operative 18%, n=70
Other security expert 9%, n=34
Other : 16%, n=60
Other interested party 7%, n=26

3.6.

Respondents were asked a number of demographic questions to
enable more detailed analysis of variation in responses by
characteristics. Full details are provided in Appendix 2. Additional Data
Tables. In summary:

* Nearly two thirds of the respondents worked for organisations
based in the UK (66%, n=247);

* Just over half of respondents (54%, n=209) were aged 36 to 55, a
quarter (26%, n=100) were over 55, and a fifth (20%, n=77) were
under 36;

* The rat;g of male to female respondents was 81% (n=311) to 19%
(n=72);

* The majority of respondents indicated their ethnic background was
White (85%, n=327);

* Just over half (53%, n=204) had been working in private security
between 11 and 30 years, a third (34%, n=133) less than 11 years
and an eighth (12%, n=47) for more than 30 years. Generally
speaking there was a correlation between age and length of time
working in private security — younger respondents tended to have
been engaged for less time, however a third of the 26-35 year olds
had been working in private security for at least 11 years.

Journey to a career in private security

3.7.

Respondents were asked to indicate the main way(s) in which a career
in security had come to their attention as something that may be a
serious consideration. Respondents could tick all options that applied
(and offer their own explanations). There was quite a mix of routes,
suggesting that there is no dominant way that careers in security come

2 One respondent indicated ‘prefer not to state’ and another indicated an ‘other’ gender.
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to the attention of individuals. The single most prevalent route was via
a suggestion from a family member or friend (24%, n=93). The
numbers that had heard of security through a careers talk at
school/college/university were notably low (4%, n=17) although this
was more common among younger respondents’ and also those that
had only ever worked in security.”* The full results are shown in Figure
1.

Figure 1: Main route of hearing about a private security career % (n=386)

Suggestion from a family member or friend 24

Undertaking own research on suitable

Observing former colleagues transition to a

Suggestion from a colleague or business
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apprenticeship
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Among respondents that offered an ‘other’ explanation (n=89) the most
common route was that it was known to be a natural progression after
a military, law enforcement or government career (n=29). A smaller
number just needed a job and ended up staying (n=11) and some had
evolved into it from another position — either that position changed over
time or they were asked to cover tasks or become more involved
(n=10). For a small number they thought it would be a steppingstone to
a career in law enforcement (n=7).

Respondents were also asked to indicate how their role in private
security fits in to their overall career, specifically whether for them
security represents a first career choice or a second/subsequent career
choice. For more than half of the respondents (52%, n=198) private

73 22% of 16-25 year olds had heard about security via a careers talk, 9% of 26-35 year olds, and less
than 4% of all the remaining age categories.

" 21% of first/only career professionals had heard via a career talk at school/college/university;
compared with 3% of first main career professionals, 2% of second/subsequent career professionals,
and 0% of those for who security is a secondary role.
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security was their second/subsequent career i.e. they had developed a
career in another area (or areas) and subsequently moved into private
security. For close to two fifths (38%, n=144) private security was their
first career (made up of 10%, n=38 who had only ever worked in
security and 28%, n=106 who had held some jobs but considered
security their first main profession). Figure 2 displays the full
breakdown.

Figure 2: Career type % (n=382)

28

52

First & only career First main career
Second/subsequent career Secondary role
E Other

Second career respondents

3.10. Respondents indicating private security was a second/subsequent

3.11.

career were asked a small number of additional questions to better
understand their specific choices and views.

Close to two thirds of respondents (64%, n=120) were from a public
sector background, most often the military” and police’. More than a
third (35%, n=67) had come from a commercial background — the vast
majority of which were from a tertiary (services) sector background -
most commonly retail, banking/finance and sales & marketing. Table 2
shows the full results.

5 26%, n=50
6 19%, n=35
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Table 2: Career type prior to private security (n=189)

Sector Type %, N Total
Primary 0.5%, n=1
_ Secondary 0.5%, n=1
Private : 35%, n=67
Tertiary 33%, n=62
Quarternary 1%, n=3
Military 26%, n=50
. Police 19%, n=35
Public 64%, n=120
Government 6%, n=11
Other public sector 13%, n=24
Third/voluntary 1%, n=2
3.12. Second career respondents were also asked to clarify why they had not

3.13.

selected private security as their primary career (and could select more
than one option and/or offer their own explanation). The most common
reason, close to half of respondents (49%, n=93) indicated they were
passionate about pursuing their first career and never considered
anything else; and this was much more common among those with a
police and military background than those with an other public sector or
commercial background’’. Taken in the context of the whole sample
this equates to nearly a quarter of security professionals that would
never have considered security as a primary career (24%).

A notable figure, close to a quarter of second/subsequent career
respondents (24%, n=45) had been unaware of the opportunities
security could offer when developing a first career, and for an eighth
(12%, n=23) security was part of a longer term plan, as they had
always intended to pursue a security career after their first/previous
career. Very few respondents (3%, n=6) had previously considered
security but rejected it; suggesting perhaps that the thought of a career
in security is not off-putting, just not sufficiently attractive, although the
point about many not knowing about the options features prominently
here. Table 3 displays these findings.

" 74% of former police and 60% of former military indicated ‘yes’ they were passionate about pursuing
their first career and never considered anything else; compared with 42% of other public sector, 37% of
commercial sector and 18% of government (e.g. civil service).
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Table 3: Reasons security was not a first career % (n=189)
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3.14. There was a variety of other reasons (18%, n=34) for not choosing a
security career sooner, most commonly respondents reiterated that it
was not something they were aware of or thought about, although it
was also notable that a small number of respondents (n=4) reflected
that when they were first entering the workplace decades ago, security

was very different to now, and would not have been a viable option.

3.15. Responses were somewhat mixed in terms of whether second career
respondents view the security sector as unsophisticated in comparison
to their previous career. More than two fifths (43%, n=80) agreed or
strongly agreed with this statement, but a little less (36%, n=68)
disagreed or strongly disagreed. Agreement varied depending on
background. It was more common among those with an other public
sector, government and commercial background, and less common

among those with a police and military background.”

3.16. In contrast, respondents were largely unified in their view that security
has a lower status in business compared to other professional groups —

85% (n=160) agreed or strongly agreed.

"8 50% of other public sector agreed or strongly agreed; compared with 46% of government (e.g. civil

service), 45% of commercial sector, 40% of police and 38% of military.
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Figure 3: Level of agreement with statements about working in security as a
second career % (n=187-189)
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3.17.

3.18.

3.19.

All survey respondents were asked about their general perceptions of
working in security and their intentions to remain in the profession.

More than half (57%, n=207) indicated that they had a more positive or
much more positive perception of security now than prior to working in
security. Just over a fifth (22%, n=82) had a more negative or much
more negative view, and just under a fifth (19%, n=70) indicated their
perception had stayed the same. Buyers and in-house operatives more
commonly held an improved perception than suppliers and contracted
operatives.”® A slightly greater proportion of those that were attracted to
security as a route to another career had an improved perception of
security.®® Unsurprisingly, those who expressed intention to leave the
profession were much less likely to indicate an improved perception
than both those intending to stay and those unsure about staying.®’

Figure 4 displays the results.

67% of buyers has a more positive or much more positive perception; compared with 58% of in-house
O(Peratives, 56% of suppliers and 45% of contracted operatives.

8 63% of route to other respondents indicated their perception of security is more positive or much more
positive, compared with 57% of those that answered no (it was not a route to another career) and 41%
of those that were unsure.

81 16% of intended leavers indicated they had a more positive or much more positive perception of
security since working in it, compared with 48% of those that were unsure about remaining and 65% of
those intending to remain.
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Figure 4: Change in perception of security % (n=366)

19

22 57

More positive ®More negative “The same © Not sure

3.20. A maijority of respondents, three fifths (62%, n=225) indicated that they

would recommend a career in security to others, but close to a fifth
(19%, n=70) said they would not, and the same were unsure (19%,
n=70). Buyers and Suppliers more commonly indicated they would
recommend a security career than in-house and contracted
operatives®>. Those who had only ever worked in security more
commonly indicated they would recommend a career in security than
those who had had other jobs or careers prior.2®

Figure 5: Whether respondents would recommend a security career to others
% (n=365)

3.21.

3.22.

19

19
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All respondents were invited to explain their response.

Of those that provided an explanation for why they would recommend
security (n=68, out of 225 that responded ‘yes’) the most common
reasons were that they felt security is a rewarding career; there are a

8270% of buyers indicated ‘yes’ they would recommend a security career; compared with 65% of
suppliers, 59% of in-house operatives and 45% of contracted operatives.

8 68% of first/only career professionals would recommend a security career; compared with 59% of first
main career professionals, 57% of second/subsequent career professionals, and 61% of those for who
security is a secondary role.
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number of opportunities; and that it is evolving and presenting a
number of exciting challenges. Some illustrative examples include:

‘Security is becoming ever more sophisticated and widely
considered as a wanting as opposed to an unwanted
necessity.’

(Supplier)
‘The sector has came on leaps and bounds over the last
15 years in particular and there are growing opportunities

for those who want a career to have one.’
(Other Security Expert)

‘There is so much more to the industry than just manned
guarding.’

(Supplier)
‘With the standards and training, you can really achieve

goals and have a settled career.’
(Buyer/Customer)

‘I think there are lots of opportunities and recognised

business qualifications.’
(Buyer/Customer)

‘The industry is on a curve to professionalisation.’
(Buyer/Customer)

‘Lots of innovation, lots of possibilities.’
(Supplier)

3.23. Of those that provided an explanation for why they would not
recommend security (n=42, out of 70 that responded ‘no’), this was
most commonly due to the view that wages and employment conditions
are poor; that the industry is not respected; and that it can be hard to
progress within the industry, particularly for those coming in at entry
level. Some illustrative examples include:

‘An entry level security guard does not have much chance
of furthering his career. Higher level security employment,
such as investigations, risk assessment, has a better

profile and opportunities to advance.’
(Other security expert)

‘I've done all the courses but because I'm not ex police or
military | can only get very low paid employment.’
(Other interested party)
‘It is not a career. It is a temp job that everyone can do as
only a licence is required and there are no restrictions.’
(Contracted security operative)
‘Low wages, no respect from others, no protection in law,

no respect from authorities.’
(Contracted security operative)
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‘Poor wage, not all companies are regulated, not all
companies pay holiday pay, no progression, bullying by
employers.’

(Contracted security operative)

3.24. Of those that provided an explanation for why they were not sure
whether they would recommend security (n=54, out of 70 that
responded ‘not sure’) the most common reason was that whether they
would recommend security would depend on factors such as the
personality and capabilities of the individual (that they may make the
recommendation to), and that they would recommend some roles but
not others. Some noted that there were both pros and cons to the
industry and therefore it was difficult to settle on whether to recommend
it or not. Some illustrative examples include:

‘All depends on a person's attitude, approach and how

serious they are about making a career of it.’
(Contracted security operative)

‘It would depend on the person, their personality, their

motivation, their willingness to learn.’
(Buyer/Customer)

‘Depends on area and company they will go to and their

personality.’
(Other security expert)

‘It has both positive and negative points, the industry is
under paid for the situations that you face, there is very
little support following injuries or traumatic events.’
(Contracted security operative)
‘Security work can be great, but simultaneously it can be

incredibly unstable with poor working conditions.’
(Other interested party)

‘You have to be ready for what you get, it's not for

everyone.’
(Contracted security operative)

‘You have to love it, financially it is a bad move.’
(Supplier)

3.25. Close to three quarters of all respondents (74%, n=271) indicated that
they intend to remain in security for as long as they are working (a
higher proportion than the 62% that said they would recommend
security to others), but this dropped to around half among younger
professionals.®* An eighth of all respondents (12%, n=45) intended to
leave and slightly more were undecided (14%, n=50). Buyers and
suppliers more commonly indicated an intention to remain than in-
house and contracted operatives.®

8 48% of 16-25 years olds and 54% of 26-35 year olds indicated ‘yes’ they intend to remain in security;
compared with 68% of 36-45 year olds, 74% of 46-55 year olds, 80% of 56-65 year olds, 81% of 66-75
ear olds and 100% of over 75s.

°81% of buyers and 81% of suppliers indicated ‘yes’ they intend to remain in security; compared with
66% of in-house operatives and 60% of contracted operatives.
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3.26. The results are displayed in Figure 6.

Figure 6: Whether respondents intend to remain in security % (n=366)
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3.27.

3.28.

3.29.

Accepting that the relative attractiveness of a given role will depend on
many factors, in order to gain a general indication of the relative
attractiveness of roles within private security, respondents were asked
their views on 10 distinct aspects of private security work. The purpose
was not to attempt to define which are actually ‘preferable’, rather the
perception, and therefore to understand what areas of private security,
if any, may face more challenges in attracting candidates.

Notably, all areas were seen as more attractive than unattractive to
potential recruits with the exception of security officer/guarding, viewed
by just over half (52%, n=188) as unattractive or very unattractive, and
by a fifth (22%, n=81) as attractive or very attractive.

The areas most commonly perceived to be attractive to potential
recruits were:

* Security consultancy (76%, n=275) — more commonly among
suppliers, buyers and in-house operatives than contracted
operatives;®

* Investigation (72%, n=261) — most commonly among buyers, then
suppliers, then in-house operatives then contracted operatives;®

* Cyber security (70%, n=254) — most commonly by buyers, then
suppliers, then in-house operatives, then contracted operatives.®

8 80% of suppliers, 79% of buyers and 77% of in-house operatives indicated security consultancy is
attractive or very attractive to potential recruits; compared with 55% of contracted operatives.

87 849% of buyers indicated investigation is attractive or very attractive to potential recruits, compared
with 73% of suppliers, 67% of in-house operatives and 55% of contracted operatives.

8 79% of buyers indicated cyber security is attractive or very attractive to potential recruits, compared
with 72% of suppliers, 69% of in-house operatives and 52% of contracted operatives.
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3.30.

3.31.

3.32.

In-house security management was viewed as attractive to potential
recruits (69%, n=251) more commonly than contract security
management (56%, n=203). Unsurprisingly, buyers and in-house
operatives more commonly viewed in-house security management as
attractive or very attractive to potential recruits than suppliers and
contracted operatives.®

Generally, those intending to remain working in security were more
positive about the perceived attractiveness of the different areas of
work than those intending to leave.*

The full responses are shown in Figure 7.

Figure 7: Views on the attractiveness of different areas of security work to
potential recruits % (n=363-365)
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3.33.

3.34.
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In terms of the particular attractions to careers in security, respondents
were asked how significant a number of factors had been in attracting
them to the profession.

It was unsurprising to find that making the most of existing skill sets
was a significant reason for working in security (84%, n=296) and
slightly higher among second/subsequent career professionals®'; the
same proportion (but slightly more individuals) indicated the work itself
in terms of the challenges presented was a significant attraction (84%,

8979% of buyers and 77% of in-house operatives indicated in-house security management is attractive
or very attractive to potential recruits; compared with 60% of suppliers and 56% of contracted
O(Peratives.

% For example: 27% of those intending to remain in security indicated security officer/guarding was
attractive or very attractive to potential recruits, compared with 12% of those unsure about remaining
and 2% of intended leavers. A similar trend was found across all of the roles explored in the survey.
9181% of second/subsequent career professionals indicated making the most of existing skill sets was
significant or very significant; compared with 75% of those for whom security is a secondary role, 74% of
first main career professionals, and 71% of first/only career professionals.
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3.35.

3.36.

3.37.

n=302), particularly so among those who had only ever worked in
security.” Close to four fifths (78%, n=278) indicated the commitment
to protecting other people and organisations was significant to them.

Less often selected as a significant reason for working in security, but
still indicated by a majority, was the possibility security offers for
progression (63%, n=226) — and this was a little less common among
contracted operatives®, but considerably less common among those
for whom security is a secondary role.®* Similarly, over half (56%,
n=199) marked the number of career options available within security
as significant in attracting them.

The pay (48%, n=172) and working hours (34%, n=121) were the least
significant in terms of attracting respondents into the industry. Further
work needs to explore the extent to which there was a specific concern
about these as opposed to other issues being a bigger priority. Pay
was however least significant among those who had only ever worked
in security. It was most significant to those joining security as their first
main career (having undertaken some other jobs but viewing security
as their first main profession), and those for whom security was a
secondary role.* Meanwhile, working hours were indicated as
significant more often among in-house operatives® and for both those
for whom security is a secondary role and for whom security is their first
main career.”’

Across all of the reasons explored, those who indicated an intention to
remain in security for the rest of the time they are working, more
commonly indicated these were significant or very significant than
those intending to |eave_98 99 100 101 102 103 104 105

%2.90% of first/only career professionals indicated the work itself was significant or very significant;
compared with 79% of first main career professionals, 79% of second/subsequent career professionals,
and 61% of those for whom security is a secondary role.

%3 549 of contracted operatives indicated the possibility security offers for progression was significant or
very significant in attracting them to a role in security, compared with 62% of suppliers, 63% of buyers
and 64% of in-house operatives.

% 68% of first/only career professionals and 68% of first main career professionals indicated the
possibility offered for progression was significant or very significant; compared with 57% of
second/subsequent career professionals, and 36% of those for whom security is a secondary role.

95

35% of first/only career professionals indicated the pay was significant or very significant; compared

with 44% of second/subsequent career professionals, 46% of those for whom security is a secondary
role, and 51% of first main career professionals.

% 44% of in-house operatives indicated the working hours were significant or very significant in
attracting them to a role in security, compared with 32% of contracted operatives, 28% of suppliers and
26% of buyers.

7 29% of first/only career professionals and 29% of second/subsequent career professionals indicated
the hours were significant or very significant; compared with 37% of first main career professionals, and
39% of those for whom security is a secondary role.

% 56% of those unsure about remaining indicated pay was significant or very significant in attracting
them to work in security, compared with 46% of remainers and 42% of intended leavers.

% 38% of those unsure about remaining indicated the hours of work was significant or very significant in
attracting them to work in security, compared with 34% of remainers and 20% of intended leavers.

10

® 67% of remainers indicated the possibility offered for progression was significant or very significant in

attracting them to work in security, compared with 56% of those unsure about remaining and 38% of
intended leavers.
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3.38. The full results are shown in Figure 8.

Figure 8: Views on how significant factors are in attracting respondents to
work in security % (n=353-358)
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3.39. The majority of respondents indicated that they were not attracted to
security as a means of gaining experience to then leave security and
pursue another career (81%, n=291). A tenth had (11%, n=38) and this
was predominantly preparation for the police (n=17) or a commercial
role (n=15). Younger professionals more commonly indicated that this
was a reason for pursuing a security role."® This was also more
common among first and first main career professionals than

191 80% of remainers indicated the commitment to protecting other people and organisations was

significant or very significant in attracting them to work in security, compared with 68% of those unsure
about remaining and 62% of intended leavers.

192 59% of remainers indicated the number of career options within security was significant or very
significant in attracting them to work in security, compared with 42% of intended leavers and 42% of
those unsure about remaining.

103 88% of remainers indicated the work itself was significant or very significant in attracting them to
work in security, compared with 78% of those unsure about remaining and 56% of intended leavers.

104 73% of remainers indicated the reputation of the company they wanted to work for was significant or
very significant in attracting them to work in security, compared with 60% of those unsure about
remaining and 51% of intended leavers.

105 85% of remainers indicated making the most of their existing skill sets was significant or very
significant in attracting them to work in security, compared with 78% of those unsure about remaining
and 58% of intended leavers.

106 30% of 16-25 years olds and 19% of 26-35 year olds indicated ‘yes’ they were attracted to security to
gain experience for another career; compared with 5% of 36-45 year olds, 8% of 46-55 year olds, 9% of
56-65 year olds, 0% of 66-75 year olds and 0% of over 75s.
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3.40.

3.41.

second/subsequent career professionals or those for whom security is
a secondary role."”’

Of all those that indicated they entered security to gain experience for
another career (n=38), more than two thirds (68%, n=26) indicated that
they now intend to remain in security, so clearly in some cases, what
was intended as a stop-gap becomes a long term career.’®®

The main results are shown in Figure 9.

Figure 9: Whether respondents were attracted to security as preparation for
another career % (n=358)
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3.42.

3.43.

3.44.

Based on existing criticisms of security from previous research and
discussions, a number of statements were offered to gauge to what
extent respondents thought these criticisms may result in people not
joining the security sector.

Taking some of the starker unfavourable perceptions of security — that
it is violent, unprofessional and lacking diversity, it was evident that the
association of some roles with suffering harassment/violence (70%,
n=244)'" and the more general concept that security struggles with a
negative image (73%, n=257), were more commonly viewed as off
putting than any lack of diversity that may exist (38%, n=131).

However, the statements most commonly identified as off putting
included that some roles in security are seen as unskilled (88%, n=308)
and that security is thought of as an ‘industry’ rather than a ‘profession’
(83%, n=290). This suggests that more effort is needed to present

107

13% of first career professionals and 16% of first main career professionals indicated ‘yes’ they were

attracted to security to gain experience for another career, compared with 7% of second/subsequent
career professionals and 7% of those for whom security is a secondary role.
1% Of all respondents that joined security as a route to another career, 68% indicated they intend to stay
in security, 21% indicated they intend to leave and 11% were unsure.

A view most common among contracted operatives (76%), followed by suppliers (61%), in-house
operatives (60%) and buyers (51%).
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3.45.

3.46.

security as a skilled activity and later we explore key issues that may
help here.

Thinking specifically about the impact of how security careers are
presented, nearly three quarters (74%, n=258) agreed with the notion
that the trouble with the security sector is that there is no clear career
path. The same proportion (74%, n=259) thought other roles such as
the police/military make more effort to attract people, and close to four
fifths (79%, n=276) thought that the security sector is very poor at
selling itself to potential recruits. Further a similar proportion (73%,
n=254) thought that not enough people know about the security sector
to consider it. In short, it seems another key issue is that individuals
may not join security because it is not being ‘advertised’ effectively.

The full results are displayed in Figure 10.
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Figure 10: Level of agreement with statements about why people may not join
t